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Abstract

With its multiple transformational effects on computing operations and myriad commercial and technological potential, cloud computing is a fast developing technology. However, appropriate forensic capabilities that could aid in the investigation of illegal activity in the cloud have not yet been established by cloud service providers and clients. The difficulty of seizing a suspect’s computer and accessing their files without breaching the privacy of many other users is a result of the fact that storage systems are no longer local and that each cloud server now houses files from numerous users. Since a lack of digital investigation may increase hazards against cloud settings, cloud forensic investigations must be acknowledged for any occurrence that occurs in cloud services. The steps of identification, collection, inspection, analysis, and reporting are the focus of this study’s evaluation of how to conduct forensic investigations on cloud computing in light of these challenges. Due to challenges with jurisdiction, data duplication, and multi-tenancy on the cloud platform, locating, identifying, and isolating the suspected or compromised targets is challenging. In contrast to earlier studies, this study distinguishes between the issues and potential solutions for non-cloud and cloud digital forensics by basing its analysis on the phases of traditional digital forensics. The study discusses the difficulties in cloud forensics and their remedies, and the presentation aids investigators in better understanding the issues in cloud systems.
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1. Introduction

Cloud computing has become an essential technology in the modern digital world [1]. It has revolutionized the way organizations store, manage, and process data [2]. Cloud computing provides various benefits such as scalability, cost savings, and flexibility [3]. However, along with these benefits, cloud computing also poses a significant challenge to digital forensics [4]. This challenge arises due to the fact that data in the cloud is stored remotely and is managed by a third party [5]. Therefore, investigating and analyzing data in the cloud requires specialized techniques and tools [6]. This is where the concept of cloud forensics comes into the picture [7]. Cloud forensics can be defined as the process of investigating and analyzing digital evidence in a cloud environment [8]. It involves the collection, preservation, and analysis of data that is stored, processed, or transmitted in a cloud computing environment [9]. Cloud forensics is a sub-discipline of digital forensics and is gaining importance due to the increasing use of cloud computing by organizations [10].

The cloud computing model consists of three service models: Software as a Service (SaaS), Platform as a Service (PaaS), and Infrastructure as a Service (IaaS) [11]. Each service model has different levels of control over the cloud environment, and therefore, requires different forensic techniques and tools [12]. In the SaaS model, the provider offers access to an application that runs on the cloud infrastructure [13]. The data is stored and managed by the provider, and the user accesses the application through a web browser [14]. In this model, the user has the least control over the cloud environment, and therefore, forensic investigations require the most specialized techniques and tools [15]. The investigator needs to obtain access to the cloud environment, analyze the data in transit, and collect the evidence from the provider’s servers [16]. In the PaaS model, the provider offers a platform for developing, testing, and deploying applications [17]. The user has more control over the cloud environment than in the SaaS model, but the data is still managed by the provider [18]. Forensic investigations in the PaaS model require specialized tools to analyze the platform and the data stored on it [19]. In the IaaS model, the provider offers virtualized computing resources such as servers, storage, and network infrastructure [20]. The user has the most control over the cloud environment in this model, as they can install and manage the operating system and applications [21]. However, the data is still stored and managed by the provider [22]. Forensic investigations in the IaaS model require specialized tools to analyze the virtualized environment and the data stored on it [23].

The investigation process in cloud forensics is similar to the investigation process in traditional digital forensics [24]. However, there are some additional challenges that need to be addressed in cloud forensics [25]. The first challenge is the location of data. In the cloud environment, data can be stored in different locations and can be accessed from multiple devices [26]. Therefore, investigators need to know where the data is stored and how it can be accessed [27]. The second challenge is the preservation of evidence. In the cloud environment, data can be easily modified, deleted, or moved [28]. Therefore, investigators need to take steps to ensure the integrity of the evidence [29]. The third challenge is the legal and regulatory requirements [30]. Investigators need to comply with the laws and regulations that govern the collection, preservation, and analysis of digital evidence [31].

There are several tools and techniques that can be used in cloud forensics. These include:

- Cloud-specific forensic tools: These are specialized tools that are used for analyzing data in the cloud environment [32]. Examples of cloud-specific forensic tools include FTK Cloud and Magnet AXIOM Cloud [33].
- Network forensic tools: These tools are used to analyze network traffic and identify suspicious activity [34]. Examples of network forensic tools include Wireshark and NetworkMiner [35].
2. Challenges in Cloud Forensics

With its ability to offer both organisations and people a flexible and adaptable infrastructure, cloud computing has become an essential component of today's technological landscape [36]. Thanks to cloud computing services like Software as a Service (SaaS), Infrastructure as a Service (IaaS), and Platform as a Service (PaaS), users can now access and store data on remote servers [37]. But this development also creates new challenges for digital forensics investigators since cloud forensics requires obtaining, inspecting, and safeguarding digital evidence stored in cloud computing environments [38].

2.1 Challenges in Cloud Forensics:

I. Data Location:
Finding the location of data is one of the major issues in cloud forensics since cloud computing includes data being kept across various physical locations, making it difficult to identify the jurisdiction of data. [39]. For example, a cloud service provider may store data in servers located in multiple countries, making it difficult for digital investigators to determine where the data is being stored and which laws and regulations apply [40].

II. Data Ownership:
Another challenge is determining data ownership, as cloud service providers often store data for multiple users on the same servers [41]. This can lead to difficulties in determining who owns the data and the extent to which each user has access to the data [42]. Determining whether the cloud service provider has the authority to access the data is crucial since cloud service providers may also have access to user data [43].

III. Data Encryption:
Since cloud service providers frequently encrypt data to maintain its secrecy and security, data encryption presents additional hurdles in the field of cloud forensics [44]. Without the encryption keys, this encryption might make it challenging for digital investigators to access and analyse data [45]. Digital investigators could need to gain the encryption keys in order to access sensitive material, for instance, if an organisation utilises encryption to safeguard data stored in the cloud [46].

IV. Data Fragmentation:
Cloud service providers often store data in multiple locations, and this fragmentation of data can make it difficult to collect and analyse digital evidence [47]. For example, if data is stored in multiple cloud service providers, digital investigators may need to collect data from each provider to reconstruct the entire data set [48].

V. Dynamic Environments:
Data and applications are continually moving between servers and storage devices in cloud computing systems, which are extremely dynamic [49]. Because of this, gathering and preserving digital evidence may be challenging for digital investigators [50]. Digital investigators may not be able to recover deleted material from the cloud, for instance, as it may be permanently gone [51].

VI. Limited Visibility:
Cloud service providers often provide limited visibility into their infrastructure, making it challenging for digital investigators to determine how data is being stored and processed [52]. Additionally, cloud service providers may not provide access to log files or other relevant data, making it difficult for digital investigators to reconstruct the events leading up to a data breach [53].

VII. Legal Challenges:
Cloud computing involves storing data in multiple jurisdictions, making it challenging to determine the appropriate legal framework for digital investigations [54]. Additionally, cloud service providers may have different legal obligations in different jurisdictions, further complicating the legal landscape for digital investigators [55]. For example, if a cloud service provider stores data in a country with strict data protection laws, digital investigators may face legal challenges in accessing and analyzing the data [56].

2.2 Examples of Challenges in Cloud Forensics:

I. Apple iCloud Data Breach: In 2014, hackers accessed celebrity iCloud accounts and leaked private photos and videos [57]. The breach highlighted the challenges in cloud forensics, as the hackers accessed the data through a vulnerability in Apple's cloud computing infrastructure [58]. The breach also demonstrated the challenges in determining data ownership, as the leaked photos and videos were owned by the celebrities, but were stored on Apple's servers [59].

II. Dropbox Data Breach: In 2012, Dropbox suffered a data breach that compromised the login credentials of over 68 million users [60]. The breach demonstrated the challenges of data fragmentation, as the data was stored across multiple servers and was accessed by the hackers through a vulnerability in Dropbox's infrastructure [61]. The breach
also highlighted the challenge of data encryption, as the data was encrypted, making it difficult for digital investigators to determine the extent of the breach and the data that was compromised [62].

III. **AWS Data Breach:** Over 100 million customers' personal information was stolen by a data breach at Capital One in 2019 [63]. AWS server's misconfigured firewall was the cause of the breach, which highlights the difficulties of low visibility in cloud computing systems. [64]. The breach also demonstrated the challenge of legal frameworks, as Capital One had to navigate the legal landscape of multiple jurisdictions to determine the legal obligations and responsibilities of the various parties involved [65].

IV. **Cloud Storage Fraud:** Cloud storage fraud is another challenge in cloud forensics, where cybercriminals use fraudulent means to gain access to cloud storage accounts [66]. In 2020, a cybercriminal used phishing attacks to gain access to a cloud storage account belonging to a Canadian insurance company [67]. The attacker was able to steal sensitive data, including customer names, addresses, and credit card information, highlighting the challenge of data ownership and legal frameworks in cloud forensics [68].

V. **Amazon S3 Bucket Misconfiguration:** In 2017, a security researcher discovered that several companies had misconfigured their Amazon S3 buckets, allowing public access to sensitive data [69]. The misconfiguration demonstrated the challenges of data location and fragmentation, as the data was stored in multiple locations and was accessible by anyone with internet access [70]. The incident also highlighted the challenges of dynamic environments, as the misconfiguration occurred due to changes in the companies' cloud computing environments [71].

VI. **Microsoft Office 365 Data Breach:** In 2019, hackers were able to gain access to a number of Microsoft Office 365 accounts, compromising the personal data of over 300,000 users [72]. The breach demonstrated the challenges of dynamic environments in cloud forensics, as data and applications are constantly moving between servers and storage devices, making it difficult for digital investigators to identify the source of the breach [73].

3. **Solutions and Developments**

4. As cloud computing continues to grow in popularity, new solutions and developments are emerging to address the challenges of cloud forensics [74]. These solutions and developments aim to provide digital investigators with better tools and techniques for collecting, analyzing, and preserving digital evidence in cloud computing environments [75].

**Cloud-Specific Forensic Tools:**

One of the most significant developments in cloud forensics is the emergence of cloud-specific forensic tools [76]. These tools are designed to address the unique challenges of cloud computing environments, such as data fragmentation, limited visibility, and dynamic environments [77]. Cloud-specific forensic tools can automate the collection and analysis of digital evidence, reducing the risk of human error and providing digital investigators with more accurate and reliable data [78]. Examples of cloud-specific forensic tools include Magnet AXIOM Cloud, Cellebrite UFED Cloud Analyzer, and Oxygen Forensic Cloud Extractor [79].

**Digital Evidence Authentication:**

Digital evidence authentication is another solution to the challenges of cloud forensics [80]. Digital evidence authentication involves verifying the authenticity and integrity of digital evidence to ensure that it has not been tampered with or modified [81]. Digital evidence authentication can be challenging in cloud computing environments, as data is stored in multiple locations and is accessed by multiple users [82]. However, new developments in digital evidence authentication, such as blockchain technology, are emerging to address this challenge [83].

**Cloud Service Level Agreements:**

Cloud service level agreements (SLAs) are contractual agreements between cloud service providers and their customers that define the terms and conditions of the cloud computing services [84]. Cloud SLAs can include provisions for data ownership, data location, data access controls, and data encryption [85]. Cloud SLAs can also specify the responsibilities and obligations of the cloud service provider and the customer in the event of a security incident or breach [86]. Cloud SLAs can help to mitigate the challenges of data ownership, fragmentation, and limited visibility in cloud computing environments [87].

**Cloud-Specific Forensic Certifications:**

Cloud-specific forensic certifications, such as the Cloud Forensics and Incident Response certification offered by the International Association of Computer Investigative Specialists (IACIS), are emerging to address the need for specialized skills and knowledge in cloud forensics [88]. Cloud-specific forensic certifications can provide digital investigators with the knowledge and skills to navigate the challenges of cloud computing environments, including data location, ownership, and encryption [89].

**Cloud-Specific Forensic Standards:**

Cloud-specific forensic standards, such as the Cloud Forensics Framework developed by the National Institute of Standards and Technology (NIST), are emerging to provide digital investigators with a standardized approach to cloud forensics [90]. Cloud-
specific forensic standards can provide a common language and methodology for digital investigators, ensuring that digital evidence is collected and preserved in a consistent and reliable manner [91]. Cloud-specific forensic standards can also provide guidance on legal frameworks and regulations that apply to cloud computing [92].

5. Future Directions and Conclusion

Cloud forensics is a rapidly evolving field that is still in its early stages. The field poses many challenges, including the distributed nature of cloud computing environments, the dynamic nature of cloud resources, and the need for specialized tools and training. Despite these challenges, there are several existing research projects on cloud forensics that have made significant contributions to the field. These projects have focused on developing frameworks, tools, and training programs for cloud forensics investigators, as well as identifying the challenges associated with cloud forensics investigations. As cloud computing continues to become more prevalent, it is likely that cloud forensics will become an increasingly important field for digital investigators. Cloud computing has become an essential part of the modern IT infrastructure, offering on-demand access to computing resources, storage, and services over the internet. However, as more organizations move their data and applications to the cloud, there is a growing need for cloud forensic investigation to address the challenges of investigating and collecting digital evidence in cloud environments. In this article, we will discuss the future directions and conclusions of cloud forensic.

5.1 Future Directions:

a) **Standardization of Cloud Forensic Frameworks:** As cloud computing continues to grow, it is essential to develop standard forensic frameworks that are specific to cloud environments. Cloud forensic frameworks need to provide standard procedures, protocols, and techniques that can be applied to different cloud environments, such as Infrastructure-as-a-Service (IaaS), Platform-as-a-Service (PaaS), and Software-as-a-Service (SaaS).

b) **Cloud Forensic Tool Development:** Cloud forensic tools need to be developed to extract, preserve, and analyze digital evidence in cloud environments. These tools should be specific to each cloud environment and should have the capability to analyze data at the network, operating system, and application levels. Moreover, the tools should be able to perform real-time analysis to detect and respond to security incidents in cloud environments.

c) **The incorporation of machine learning and artificial intelligence (AI) techniques:** The use of these approaches can aid in the discovery of pertinent digital evidence in cloud environments. The identification and categorization of digital evidence can be automated using these methods, which can drastically cut down on the time and effort needed to carry out a cloud forensic investigation.

d) **Cloud Forensic Training and Education:** There is a need for cloud forensic training and education to provide individuals with the necessary knowledge and skills to conduct forensic investigations in cloud environments. This training should focus on understanding cloud computing technologies, cloud forensic frameworks, cloud forensic tools, and best practices for conducting cloud forensic investigations.

e) **Collaboration and Cooperation:** Effective cloud forensic investigations require close coordination and cooperation between forensic investigators, cloud service providers, and law enforcement organisations. To carry out successful investigations, forensic investigators must collaborate closely with cloud service providers and law enforcement organisations. Cloud service providers must grant forensic investigators access to cloud infrastructure and data.

5.2 Conclusion:

Cloud computing has become a critical component of modern IT infrastructure, and its adoption is increasing rapidly. However, the growth of cloud computing has led to a significant increase in cybercrime and the need for cloud forensic investigation. Cloud forensic investigation is a complex process that requires specialized knowledge and skills. Therefore, it is essential to develop standard forensic frameworks, cloud forensic tools, and provide cloud forensic training and education to address the challenges of investigating and collecting digital evidence in cloud environments. The future of cloud forensic investigation involves the incorporation of machine learning and artificial intelligence techniques, the development of cloud-specific forensic tools, and collaboration among cloud service providers, forensic investigators, and law enforcement agencies. These developments will help in the identification and classification of relevant digital evidence and reduce the time and effort required to conduct a cloud forensic investigation. In conclusion, cloud forensic investigation is an essential aspect of modern IT infrastructure, and the need for it is only going to increase in the future. Therefore, it is crucial to invest in research and development, standardization, training and education, and collaboration to ensure the effectiveness of cloud forensic investigation.
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